Milestone Checklist #2

|  |  |
| --- | --- |
| Authentication Testing | |
| OTG-AUTHN-003 | Testing for Weak lock out mechanism |
| OTG-AUTHN-004 | Testing for bypassing authentication schema |
| OTG-AUTHN-007 | Testing for Weak password policy |
| OTG-AUTHN-009 | Testing for weak password change or reset functionalities |
|  |  |
| Authorization Testing | |
| OTG-AUTHZ-001 | Testing Directory traversal/file include |
| OTG-AUTHZ-002 | Testing for bypassing authorization schema |
| OTG-AUTHZ-003 | Testing for Privilege Escalation |
| OTG-AUTHZ-004 | Testing for Insecure Direct Object References |
|  |  |
| Session Management Testing | |
| OTG-SESS-001 | Testing for Bypassing Session Management Schema |
| OTG-SESS-002 | Testing for Cookies attributes |
| OTG-SESS-003 | Testing for Session Fixation |
| OTG-SESS-004 | Testing for Exposed Session Variables |
| OTG-SESS-006 | Testing for logout functionality |
| OTG-SESS-007 | Test Session Timeout (10 Minutes) |
|  |  |
| Data Validation Testing | |
| OTG-INPVAL-001 | Testing for Reflected Cross Site Scripting |
| OTG-INPVAL-002 | Testing for Stored Cross Site Scripting |
| OTG-INPVAL-005 | Testing for SQL Injection |
|  |  |
| Error Handling | |
| OTG-ERR-001 | Analysis of Error Codes |
| OTG-ERR-002 | Analysis of Stack Traces |